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1. Introduction — Risk Assessment [EEaE(G

What is Risk Assessment?
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1. Introduction - ICH
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» Guidelines on

» Quality
Chemical and pharmaceutical QA
*» Safety

In vitro and in-vivo pre-clinical
studies

» Efficacy

Clinical studies
in human subject

» Multidisciplinary
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1. Introduction — ICH guideline

« Q1 Stability

* Q2 Analytical Validation
* Q3 Impurities

Q4 Pharmacopoeias

* Q5 Quality of Biotechnological Products
« Q6 Specifications

* Q7 Good Manufacturing Practice

* Q8 Pharmaceutical Development

* Q9 Quality Risk Management

* Q10 Pharmaceutical Quality Systems
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1. Introduction — Link to patient risk

Impax

Process

Materials

Opportunities to impact
risk using quality risk
management

Manufacturing ]

Facilities
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2. Why we need risk assessment (

23.11.2013 Official Journal of the European Union C 3431

II

(Information)

INFORMATION FROM EUROPEAN UNION INSTITUTIONS, BODIES, OFFICES
AND AGENCIES

EUROPEAN COMMISSION

Guidelines
of 5 November 2013
on Good Distribution Practice of medicinal products for human use

(Text with EEA relevance)
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2. Why we need risk assessment?

CHAPTER 1 — QUALITY MANAGEMENT
1.1. Principle

Wholesale distributors must maintain a quality system setting
out responsibilities, processes and risk management principles
in relation to their activities (!). All distribution activities should
be clearly detined and systematically reviewed. All critical steps
of distribution processes and signiticant changes should be
justified and where relevant validated. The quality system is
the responsibility of the organisation’s management and
requires their leadership and active participation and should
be supported by statt commitment.
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2. Why we need risk assessment?

1.5. Quality risk management

Quality risk management is a systematic process for the
assessment, control, communication and review of risks to
the quality of medicinal products. It can be applied both proac-
tively and retrospectively.

Quality risk management should ensure that the evaluation of
the risk to quality is based on scientitic knowledge, experience
with the process and ultimately links to the protection of the
patient. The level of effort, formality and documentation of the
process should be commensurate with the level of risk.
Examples of the processes and applications of quality risk
management can be found in guideline Q9 of the International
Conference on Harmonisation (ICH).

Impax
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2. Why we need risk assessment?

9.1. Principle

It is the responsibility of the supplying wholesale distributor to protect medicinal products
against breakage, adulteration and theft and to ensure that temperature conditions are
maintained within acceptable limits during transport.

Regardless of the mode of transport, it should be possible to demonstrate that the medicines

based approach should be utilised when planning transportation.

have not been exposed to conditions that may compromise their quality and integrity. A risk-

9.2.5
Risk assessment of delivery routes should be used to determine where temperature controls

are required. Equipment used for temperature monitoring during transport within vehicles
and/or containers, should be maintained and calibrated at reqular intervals at least once a
year.

See sections 9.3.2 and 9.4.4 for more detail.

Impax
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3. ICH Q9 - Principles [EHI|

Two primary principles:

=

The evaluation of
the risk to quality
should be based on
scientific knowledge
and ultimately link
to the protection

of the patient

The level of effort,
formality and
documentation

of the quality risk
management process
should be commensurate
with the level of risk

Impax
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3. ICH Q9 — General process EAFTE

Team
approac

Impax

Initiate

Quality Risk Management Process

Risk Communication

Risk Assessment l

Risk Identification

v

Risk Analysis

v

Risk Evaluation

unacceptable

Risk Control

Risk Reduction

v

Risk Acceptance

Output / Result of the

Quality Risk Management Process

Risk Review i

Review Events
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3. ICH Q9 — Risk Assessment |
C

Risk Communication

Initiate

Quality Risk Management Process

)

Risk Identification

Risk Analysis

Risk Evaluation

€+ P

Risk Control

A

Risk Reduction

-

Risk Acceptance

Y

unacceptable

—(

Output / Result of the

Quality Risk Management Process

)

€ P

Risk Review

y

Review Events
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3. ICH Q9 — Risk Assessment [&EfxEEfh

* Risk Identification
What might go wrong?

* Risk Analysis
What is the likelihood (probability) it will go wrong?

* Risk Evaluation
What are the consequences (severity)?

Note: People often use terms
“Risk analysis”, “Risk assessment” and

“‘Risk management” interchangeably
which is incorrect!

Impax
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3. ICH Q9 — Risk Assessment

Risk Assessment: Risk ldentification J&Ef&¥HrEk
“What might go wrong?”

« A systematic use of information
to identify hazards
referring to the risk question or problem

* historical data
* theoretical analysis f
* informed opinions

Initiate
Quality Risk Management Process

Risk Analysis
« concerns of stakeholders ,

5 g
E Risk Control nf,
§ i Risk Re:ucﬁon l §
% l Risk Acceptance ‘ é:

I o

a3 Output / Result of the

\ Quality Risk Management Process

Risk Review

|

I Review Events |
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3. ICH Q9 — Risk Assessment

Risk Assessment: Risk Analysis JE\f&E431T
“What is the likelihood it will go wrong?”

« The estimation of the risk
associlated with the identified hazards.

« A qualitative or quantitative process of linking the
likelihood of occurrence and severity of harm

« Consider detectability if applicable
(used in some tools)

Impax
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3. ICH Q9 — Risk Assessment

Risk Assessment: Risk Evaluation E &K E
“What is the risk?”

« Compare the identified and analysed risk
against given risk criteria

« Consider the strength of evidence
for all three of the fundamental questions
* What might go wrong?
« What is the likelihood (probability) it will go wrong?
 What are the consequences (severity)? an

Impax
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3. ICH Q9 — Risk Assessment

Risk Assessment: Risk Evaluation & [&2EE

Parameters
for
evaluating risks

probability

severity

g
G IMPAX

LABORATORIES (TAIWAN), INC.
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3. ICH Q9 — Risk Assessment

Risk Assessment: Risk Evaluation &&= g
A picture of the life cycle

= Risk Priority Number

@obability x Detectability X Sever@

past today future time

Impax
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4. Risk Assessment in GDP & B E g H
FY SR\ A
* Risk to assess, control, and review

- What are the risk sources?

Cd

4

Preface

It 1s of key mmportance that medicinal products are not only made to a high quality i accordance with

Good Manufacturing Practice, but that the quality and integrity of these products are maintained
through the entire supply chain to the patient. This is where Good Distribution Practice (GDP) comes

into play.

e,

7 > 2 i - e
Plant A DC Retailers Customers

- Transport ¢

Suppliers

Impax
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4. Risk Assessment in GDP
* Risk Sources — Equipment 3 {%

3. Shipping container

4. Transport vehicle 5. Monitoring system 6. Data- and

communication system

Equipment and its components must be qualified/validated to
eliminate and to reduce the risk of failures.

Impax
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4. Risk Assessment in GDP

* Risk Sources — Processes 2

1.  Pre-shipment

. Planning
. Procedures / SOPs / Process flows
. Risk assessments
. Contingency plans SIMPLIFY
. Equipment qualification/validation
. Packout assembly
. Export documentation
2. In-transit
. Loading/unloading transport vehicle
' Transit nodes Application of Lean Six Sigma
: Cargo handling processes drives continuous improvement of
’ Communication processes processes and reduces failures
. Custom inspection/clearance
3. Post-shipment
. Roles and responsibilities towards temperature excursions
. Storage of the goods
. Inventory management

Impax




4. Risk Assessment in GDP
* Risk Sources — People A\ &

1. Skilled people

— Knowledge, experience and
understanding of equipment,
processes and external factors.

2. Unskilled people

— No or limited knowledge, experience
and/or understanding of equipment,
processes and/or external factors.

3. Bad actors

— Skilled or unskilled people who on
purpose mislead others and/or
mistreat products including theft,
counterfeiting and exposure to
extreme temperatures.

Impax
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4. Risk Assessment in GDP

* Risk Sources — People

Types of Human Error

1.

© oON ooaRrwWN

EN
o

Misunderstanding — Teach your written policies and procedures
repetitively

Forgetfulness — Create a checklist or a Poka Yoke

Wrong identification — Mark, label, color, etc., for easy recognition
Lack of experience/skill — Improve your hiring or training systems
Willful ignoring of rules or procedures — Hold people accountable

Slowness — Remove bottlenecks; create standards of performance;
measure results

Inadvertent or sloppiness — Apply an improvement methodology

Lack of standardization — Reduce and simplify; create procedures,
templates, etc.

Intentional/sabotage/not caring — Warn or terminate the person
immediately

. Surprise — Unexpected, infrequent and random causes are more

difficult to eliminate

Impax 25



4. Risk Assessment in GDP

* Risk Sources — External factors YMTIRIE[RZ=

1. Environmental factors
— Natural disasters
« Storms
» Flooding
* Bush fire
« Earthquake
« Volcanic eruption
— Extreme cold / hot weather
— Diseases / pandemic
2. Geopolitical factors
3. Economic factors

4. Technological factors

— Power supply
« Power failure
« Power surges (temporary increase in voltage in power lines)
« Brownouts (power falls below the given amount from the utility)
« Load shedding (rotating the availability of electricity between all customers)

Contingency plans are critical to handle external risk factors.

Impax 26




4. Risk Assessment in GDP

 Risk Sources — External factors
Seasonal variation Altitude (-6.5 E per 1000 m)

Daily temperature variation Sun insolation versus latitude
Schiphol Airport - The Netherlands Global harizontal irradiation Europe
& i scisrgis
i o~ r!.T. *‘!—? o .Tr* )
3 ;‘ﬂ'-. ; "’5.2;. l.m 3 il
g 26 - J Tt ; ,.“‘ ) “]‘3 : ‘
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4. Risk Assessment in GDP
* When to apply Risk Assessment

Should risks
be assessed?

Are there clear rules

for decision making?
e.g. regulations

Yes
“no RM*

4

Risk assessment not required
(No flexibility)

v

Follow procedures
(e.g. Standard Operating Procedures)

Document results,

1. What might go wrong?
2. What is the likelihood (probability)
it will go wrong?

No or 3. What are the consequences (severity)?

justification needed

an you answer
the risk assessment
guestions?

Yes
“informal RM*

v

\
No

“formal RM*
4

Agree on ateam
(small project)

v

Initiate Risk assessment
(risk identification, analysis & evaluation)

Select a Risk Management tool
(if appropriate e.g. see ICH Q9 Annex )

v

v

Run risk control
(select appropriate measures)

Carry out the
guality risk management process

v

decisions and actions

Impax

Document the steps

Based on K. Connelly, AstraZeneca, 2005
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. Risk Assessment Tools |

A ng/ﬁ%\:lzfé: :/E\‘

One method
“all iInclusive”?
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5. Risk Assessment Tools

 Failure Mode Effects Analysis (FMEA)

« Break down large complex processes into manageable steps
Failure Mode, Effects and Criticality Analysis (FMECA)

 FMEA & links severity, probability & detectability to criticality
Fault Tree Analysis (FTA)

» Tree of failure modes combinations with logical operators
Hazard Analysis and Critical Control Points (HACCP)

« Systematic, proactive, and preventive method on criticality
Hazard Operability Analysis (HAZOP)

« Brainstorming technique
Preliminary Hazard Analysis (PHA)

» Possibilities that the risk event happens
Risk ranking and filtering

« Compare and prioritize risks with factors for each risk

Impax
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5. Risk Assessment Tools — Process map
AR

Road
Transport
‘.
A rtech.com
fosd Air Transit

Transport

Wholesaler
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5. Risk Assessment Tools — FMEA Ze3iE =,

* |dentify each way the process can fail
* |dentify the possible consequences of each failure mode
 Assign numerical rankings

Impax
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5. Risk Assessment Tools — FMEA
« Quantitation of Risk: Severity BEM

Risk Severity

No or negligible harm/ quality alert

Loss of product activity/ drug appearance or package damage

Injury to patient/ batch loss

Death or extremely serious injury to patient/ product recall or
regulatory action

Impax 33



5. Risk Assessment Tools — FMEA
- Quantitation of Risk: Probability 4=

Risk Probability

Not observed, extremely unlikely to occur/ proactive control

Not anticipated, but possible/ passive control

Failure observed occasionally, likely to occur/ no control/ passive
control with harsh environmental effect

Very likely to occur, almost certain/ no control with harsh
environmental effect

Impax 34



5. Risk Assessment Tools — FMEA
« Quantitation of Risk: Detectability BJ{EH[14

Risk Detectability

Almost certain- Failure detected in every instance (i.e. automatic
detection)

Very likely detection ( i.e. checked by multiple personnel)

Moderate chance of detection (i.e. detected by one personnel)

Essentially Undetectable

Impax 35



5. Risk Assessment Tools — FMEA

Risk Evaluation Score
(Severity X Probability X Detectability = RPN)

Decrease Detectability

> Risk Level |RPN Range

- 1 3 5 7 PRN < 30
1 1 3 5 7 30 < RPN < 90
2 3 3 9 15 21 90 < RPN

— 5 5 15 25 35
-% 6 6 18 30 42
o 7 7 21 35 49
O 9 e 27 45 63
al 15 15 45 75 105
(0%} 18 18 54 90 126
Q> 21 21 63 105 147
8 .q:) 27 27 81 135 189
= S 30 30 90 150 210
g % 42 42 126 210 204
— V4 45 45 135 225 315
63 63 189 315 441

Impax




5. Risk Assessment Tools — FMEA

Risk Evaluation — Risk Acceptance?

Decrease Detectability

> Risk Level |RPN Range

PRN <30
30 <RPN <90
>
= 90 < RPN
o
©
O
O
| -
an
o
)
n =
© =
8 QO
S 3
= O~
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5. Risk Assessment Tools — FMEA
How to design a FMEA table

Potential | = = | Detection | Detecting 3 Remediation RNP After
Category Failure mode Potential Cause | Effect(s) E Current Control E Strate Wa ‘E RPN —a ction Remediation
of Failure | e Stirateqy £ ..E e (S x P x D =RPN)
o
(=]

~

N

Risk sources (phenomena and root cause)

Based on the historical data (e.g. deviations),
interview, experience, and etc.
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5. Risk Assessment Tools —= FMEA

How to create a FMEA table

BA REEE 43X BHE W #8 o @ =@ =

Geneva S0 8w Sommn  BEET .o By Title2Z  Tota2 Total 3 = & ;‘ 2?” AT @
I E DA = s . ow s | ug sy BEETE#EXGE Waming Text2 | —f ez COBRA BB B2 o mEasEEns
B 7 U- H- S5-A- pE HEREEP- 3 - % ® e T _ ! i 8 s
s 5 = i 5 = i @
- £ | P

H ] —
-
Detection Strateqy -
2
Temparature variation
leads to product exposure  |Environmental effect (day and night ‘Temperature monitored by .
Temperature under unacceptable Switch) Impurity, AS 3 'Warehouse HVAC control system 1 automatic 1 3 MNot required NiA
3 condition
High excursoin during ) ‘Temperature monitored by
" Temperature Summer Seasonal environmental effect urity, AS 3 ‘Warehouse HVAC control system 1 automatic 1 3 Mot required NIA
: Temperature Iv_ﬁ:{:rxcursom during Seasonal environmental effect ImpN\S 1 ‘Warehouse HVAC control system 1 Temperature monitared by automatic 1 1 Mot required NIA
1. Checked by packaing
Vibration Drum breakage during Dropping or bumping of the drum Appearance 1 Drums are wrapped by wraping plastic 1 personnel at PG site Manual 3 3 MNot required HiA
packaging pping ping \ ope P ¥ ping pl 2. Checked by QA at Mot required -
5 \ packaging site
1. Monitored by packaing
Vibration Bulk product breakage Dropping or bumping of the drum Appedance 1 Bubble wrap application in the inner drum 1 operator at packaging site Manual 3 3 Mot required Nia
2. Packaging site QA sampling
7
I tal effect d 1. Warehouse HVAC control system
Humidity High excursion dgv;mnmen al effect (sunny and raining Impurity, AS 2. Productis double-bagged 1 Humidity monitored by RMS automatic 1 3 Mot required NIA
3 ¥ 3. Desiccant application
Environmental effect (sunny and raining 1. Warehouse HVAC control system .
. Humidity Low excursoin day) I rity, AS 2 Productis double-bagged 1 Humidity monitored by RMS automatic 1 3 Mot required NA
1. Checked by packaing
Improper packaging (piling) of the drums personnel al warenouss
Process Drum or lid cracking props! b 9ing (Piing Appearan 1 S0NJor equipment safety operation process 3 personnel Manual 3 9 HNot required NiA
leads to drum or lid cracking
2. Checked by QA at
) \ packaaing site

Temperature

Vibration

Humidity

Impax Process 30




5. Risk Assessment Tools — FMEA

How to create a FMEA table

Cateqory Failure mode

of Failure

Potential | = = . . i _— RNP After
Potential Cause | Effect(s) E Current Control E I:;:::::lon De‘t;:tmg RPN W Remediation
& o|| = = = S x P xD=RPN
o

\r.)
\

\

Impax

\

Evaluation standard for Severity
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5. Risk Assessment Tools — FMEA

Example 1, Drum appearance: Severity =1
Example 2, API Degradation: Severity = 3

Example 3, Low toxic impurity: Severity =6

Example 4, High toxic impurity: Severity =9

Risk Severity

No or negligible harm/ quality alert

Loss of product activity/ drug appearance or package damage
Injury to patient/ batch loss

Death or extremely serious injury to patient/ product recall or regulatory action

Impax b



5. Risk Assessment Tools — FMEA

How to create a FMEA table

Cateqory

Failure mode

Potential
Potential Cause | Effect(s)

of Failure

Severity

Detection Detecting
Strateqy Way

Current Control .
- action

Detectability
|JIJ
T
=

Remediation

RNP After
Remediation

(SxPxD=RPN)

\_| Probability

Y

Impax

Evaluation standard for Probability
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5. Risk Assessment Tools — FMEA

Example 1, Temp controlled: Probability =1
Example 2, Softbox during Spring: Probability = 3

Example 3, Softbox during Summer : Probability =5

Example 4, N/A during Summer: Probability =7

Risk Probability

Not observed, extremely unlikely to occur/ proactive control

Not anticipated, but possible/ passive control

Failure observed occasionally, likely to occur/ no control/ passive control with
harsh environmental effect

Very likely to occur, almost certain/ no control with harsh environmental effect

Impax 43



5. Risk Assessment Tools — FMEA

How to create a FMEA table

Remediation Al

Potential
RPN - .. Remediation

Detection Detecting

Current Control

Severity
Probability

Cateqory Failure mode Potential Cause | Effect(s) .
of Failure Strateqy Way action | o' pxD=RPN)

/

— —
Evaluation standard for Detectability

Impax




5. Risk Assessment Tools — FMEA

Example 1, Temp logger: Detectability =1
Example 2, QA and Operator checking: Detectability = 3

Example 3, Operator checking: Detectability =5

Example 4, N/A: Detectability = 7

Risk Detectability

Almost certain- Failure detected in every instance (i.e. automatic detection)

Very likely detection ( i.e. checked by multiple personnel)
Moderate chance of detection (i.e. detected by one personnel)

Essentially Undetectable

Impax 45



5. Risk Assessment Tools — FMEA

How to create a FMEA table

Eotential | = Z|| Detection | Detscting | 2 Remediation| _DhC-After
Cateqory Failure mode Potential Cause | Effect(s) E Current Control E Strate Wa _— ‘E RPN W Remediation
of Failure | o|| EeL =g 2800 | (sxPxD=RPN)
o
(=]

/

/

/
/

Risk Control: implement control actions
to reduce risk (Risk Reduction)

Impax




5. Risk Assessment Tools —= FMEA

How to create a FMEA table

Reduction
via Enginering Controls, Closed
Process, Transfer Devices, efc.

Do not ship via this route

Change to a better packaging
material

Request VUN in the airport

lural | - \ise SOP for personnel training

Impax
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5. Risk Assessment Tools — FMEA

How to create a FMEA table

Category

Failure mode

Potential Cause

of Failure

Potential

Effect(s)

Severity

Current Control

.- RNP After
Remediation —
- .. Remediation

action | o' pxD=RPN)

Detection Detecting
Strateqy Way

Probability
Detectability
|JIJ
T
=

/

/

Impax

/

Risk Control: reduce risk level to

acceptable level (Risk acceptance)
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6. Case Study | — Warehouse Temperature

Create a FMEA table

Potential = = RNP After
Z = . | -
Category Failure mode  |Potential Cause | Effect(s) | - | Current Control | = '::tm— tection %‘9 'e:" 5| ReN w Remediation
of Failure | o | Strateay =t | 8 agtion (Sx P xD=RPN)
=
(=]

Temperature Environment-
T variation leads to al effect (day .
emp. . Impurity,
product exposure and night
X AS
under unacceptable | switch)
conditions

Impax 49




6. Case Study | — Warehouse Temperature

Create a FMEA table

Eotontial | & = Detection Detectin Remediation ENE After
Category Failure mode Potential Cause| Effect(s) E Current Control E Strate Wa ng RPN Remediation
of Failure | 7 e STaiedy =y B (S x P x D = RPN)
o

Impax TW Warehouse Control Spec.: Temperature: 20-25 C, Relative humidity: 65%

Temperature Environment-
variation leads to al effect (day .
Temp. . Impurity, | g
product exposure and night
X AS
under unacceptable | switch)
conditions

Risk Severity ]

No or negligible harm/ quality alert

Loss of product activity/ drug appearance or package damage
Injury to patient/ batch loss

Death or extremely serious injury to patient/ product recall or regulatory action

Impax 50




6. Case Study | — Warehouse Temperature

Create a FMEA table

Eotontial | & = Detection Detectin Remediation ENE After
Category Failure mode Potential Cause| Effect(s) E Current Control E Strate Wa ng RPN Remediation
of Failure | 7 e STaiedy =y B (S x P x D = RPN)
o

Impax TW Warehouse Control Spec.: Temperature: 20-25 C, Relative humidity: 65%

Temperature Environment-
Temp variation leads to al effect (day Impurity Warehouse
' product exposure and night AS | 6 | HVAC control | 1
under unacceptable | switch) system
conditions

Risk Probability

Not observed, extremely unlikely to occur/ proactive control

Not anticipated, but possible/ passive control

Failure observed occasionally, likely to occur/ no control/ passive control with
harsh environmental effect

Very likely to occur, almost certain/ no control with harsh environmental effect

Impax 51



6. Case Study | — Warehouse Temperature

Create a FMEA table

Eotential | = =|| Detection | Detectin Remediation RNP Arter
Category Failure mode Potential Cause | Effect(s) E Current Control E Strate Wa — RPN W Remediation
of Failure | || ey =y agtion (Sx P xD=RPN)
o
Impax TW Warehouse Control Spec.: Temperature: 20-25 °C, Relative humidity: 65%
Temperature Environment-
Tem variation leads to al effect (day Impuri Warehouse Temperature
- product exposure and night ASp Y. 16 | HVAC control | 1 | monitored by | Automatic | 1
under unacceptable | switch) system RMS
conditions
Risk Detectability 7

Almost certain- Failure detected in every instance (i.e. automatic detection)
Very likely detection (i.e. checked by multiple personnel)
Moderate chance of detection (i.e. detected by one personnel)

Essentially Undetectable
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6. Case Study | — Warehouse Temperature

Create a FMEA table

Eotential = E Detection Detecting E Remediation RNP After
Category Failure mode Potential Cause| Effect(s) | =/ | Current Control 5 Strate Wa "E RPN W Remediation
of Failure | = STaiedy =t | 8 agtion (Sx P xD=RPN)
a]
Impax TW Warehouse Control Spec.: Temperature: 20-25 °C, Relative humidity: 65%
Temperature Environment-
T variation leads to al effect (day | . Warehouse Temperature Not ired
em- product exposure and night Arrépurlty, 6 | HVAC control | 1 | monitored by | Automatic | 1 6 otrequire N/A
under unacceptable | switch) system RMS
conditions
Risk Evaluation Score:
Severity X Probability X Detectability = RPN
Risk Level |RPN Range
PRN <30
30 <RPN <90
<
90 <RPN -
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6. Case Study Il —= Warehouse Humidity
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6. Case Study Il = Warehouse Humidity

Fotential | = E Detection Detectin Remediation RNF After
Category Failure mode Potential Cause | Effect(s) E Current Control Strate Wa — RPN W Remediation
of Failure | STy = acton (SXP xD=RPN)
Impax TW Warehouse Control Spec.: Temperature: 20-25 C, Relative humidity: 65%
Environmental Imourit Humidity
Humidity High excursion effect (sunny and purty. N/A monitored by automatic 42
L AS
raining day) RMS

Risk Severity
No or negligible harm/ quality alert

3 Loss of product activity/ drug appearance or package damage

n Injury to patient/ batch loss

n Death or extremely serious injury to patient/ product recall or regulatory action
Not observed, extremely unlikely to occur/ proactive control
Not anticipated, but possible/ passive control
Failure observed occasionally, likely to occur/ no control/ passive control with harsh environmental effect
Very likely to occur, almost certain/ no control with harsh environmental effect
1 Almost certain- Failure detected in every instance (i.e. automatic detection)
Very likely detection ( i.e. checked by multiple personnel)
5 Moderate chance of detection (i.e. detected by one personnel)

Essentially Undetectable

Risk Level RPN Range
PRN <30
30 <RPN <90
90 < RPN
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6. Case Study lll = Warehouse Vibration
L}
Fotential | = : Detection Detectin Remediation RNP After
Category Failure mode Potential Cause | Effect(s) E Current Control Strate Wa — RPN action Remediation
of Failure | STegy =2 acton (SxP x D =RPN)
Impax TW Warehouse Control Spec.: Temperature: 20-25 °C, Relative humidity: 65%
1. Monitored by
packaing
Dropping or Appearanc Bubble wrap operator at
Vibration Bulk product breakage bumping of the PP 1 |application in the packaging site Manual 3 Not required N/A
drum inner drum 2. Packaging
site QA
sampling

Risk Severity

No or negligible harm/ quality alert
Loss of product activity/ drug appearance or package damage

n Injury to patient/ batch loss

n Death or extremely serious injury to patient/ product recall or regulatory action
Not observed, extremely unlikely to occur/ proactive control
Not anticipated, but possible/ passive control
Failure observed occasionally, likely to occur/ no control/ passive control with harsh environmental effect
Very likely to occur, almost certain/ no control with harsh environmental effect
1 Almost certain- Failure detected in every instance (i.e. automatic detection)
Very likely detection ( i.e. checked by multiple personnel)
5 Moderate chance of detection (i.e. detected by one personnel)

Essentially Undetectable

Risk Level RPN Range
PRN <30
30 <RPN <90
90 < RPN
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6. Case Study IV — Warehouse Process

Potential | = E Detection Detectin Remediation RNP Arter
Category Failure mode Potential Cause | Effect(s) E Current Control Strate Wa — RPN W Remediation
of Failure | * STategy =2 acton (S xPx D =RPN)
Impax TW Warehouse Control Spec.: Temperature: 20-25 C, Relative humidity: 65%
1. Checked by
Improper packaing
packaging SOP for personnel at
Process Drum or lid cracking (piling) of the Appearanc 1 equnjlent safety 3 warehouse Manual 3 9 Not required N/A
drums leadsto |e operation personnel
drum or lid process 2. Checked by
cracking QA at
packaging site

Risk Severity

No or negligible harm/ quality alert

Risk Level RPN Range
1
3

PRN < 30 -
N
| 6

30 <RPN <90
90 <RPN
n Death or extremely serious injury to patient/ product recall or regulatory action

Not observed, extremely unlikely to occur/ proactive control
Not anticipated, but possible/ passive control
Failure observed occasionally, likely to occur/ no control/ passive control with harsh environmental effect
Very likely to occur, almost certain/ no control with harsh environmental effect

1 Almost certain- Failure detected in every instance (i.e. automatic detection)
Very likely detection ( i.e. checked by multiple personnel)

5 Moderate chance of detection (i.e. detected by one personnel)

Essentially Undetectable

Loss of product activity/ drug appearance or package damage

Injury to patient/ batch loss
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6. Case Study V — Apron Temperature

Potential
Category Failure mode Potential Cause | Effect(s)
of Failure

RNP After
Remediation

(S x P xD=RPN)

Detection Detecting
Strateqgy Way

Remediation
action

A
o
=

Current Control

Severity

ULD Area Apron in TPE Airport

1. Night freight
during the period
of Apr to Oct

2. VUN
requested. The
Seasonal time at the apron

High excursoin during environmental Impurity. 3 |is controlled in 1- | 5 |TT4 monitoring | Automatic 1 15 Not required N/A

Summer effect AS 3 hours

3. Insulated
packaging to
control
temperatre
variation

Risk Severity
No or negligible harm/ quality alert

Loss of product activity/ drug appearance or package damage

n Injury to patient/ batch loss

n Death or extremely serious injury to patient/ product recall or regulatory action
Not observed, extremely unlikely to occur/ proactive control
Not anticipated, but possible/ passive control
Failure observed occasionally, likely to occur/ no control/ passive control with harsh environmental effect
Very likely to occur, almost certain/ no control with harsh environmental effect
1 Almost certain- Failure detected in every instance (i.e. automatic detection)
Very likely detection ( i.e. checked by multiple personnel)
5 Moderate chance of detection (i.e. detected by one personnel)

Essentially Undetectable

Temperature

Risk Level RPN Range
PRN <30
30 <RPN <90
90 < RPN
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6. Case Study VI - Your term

Potential | £ . Detection Detectin Remediation RNF After
Category Failure mode Potential Cause | Effect(s) E Current Control Strate Wa ng RPN W Remediation
of Failure | ~ =Tatedy = astion (SXP x D=RPN)

Risk Severity

No or negligible harm/ quality alert
Loss of product activity/ drug appearance or package damage

n Injury to patient/ batch loss

n Death or extremely serious injury to patient/ product recall or regulatory action
Not observed, extremely unlikely to occur/ proactive control
Not anticipated, but possible/ passive control
Failure observed occasionally, likely to occur/ no control/ passive control with harsh environmental effect
Very likely to occur, almost certain/ no control with harsh environmental effect
1 Almost certain- Failure detected in every instance (i.e. automatic detection)
Very likely detection ( i.e. checked by multiple personnel)
5 Moderate chance of detection (i.e. detected by one personnel)

Essentially Undetectable

Risk Level RPN Range
PRN <30
30 <RPN <90
90 < RPN
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Thank you for your attention
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